
State of New Hampshire Prohibited Technologies 

1. As required by Executive Order 2022-09 of 15 December 2022, products from the 
following vendors will not be used in or connected to any State Network or installed on 
any state issued device including but not limited to desktop computers, laptops, tablets, 
and mobile phones, across the Executive Branch of the State Government of New 
Hampshire: 

a. Huawei Technologies 
b. ZTE Corp 
c. Hytera Communications Corporation 
d. Hangzhou Hikvision Digital Technology Company 
e. Dahua Technology Company 
f. Tencent Holdings, including but not limited to: 

i. Tencent QQ 
ii. QQ Wallet 

iii. WeChat 
g. Alibaba products, including but not limited to AliPay 
h. ByteDance Products, including but not limited to 

i. TikTok 
ii. Lemon8 

 
2. Per RSA 21-R:15, no state agency shall use any software platform developed, in whole or 

in part, by Kaspersky Lab or any entity of which Kaspersky Lab has a majority ownership.  
The term "state agency" in this statute means “any department, commission, board, 
institution, bureau, office, or other entity, by whatever name called, including the 
legislative and judicial branches of state government, established in the state 
constitution, statutes, session laws or executive orders.” 
 

3. The State Chief Information Security Officer will continually monitor and update the list 
as needed with final approval of the Governor and post the updated list on the 
Department of Information Technology's website. 
 

 

 

 

 

Effective/Reviewed Date:  15 August 2023 

https://www.governor.nh.gov/sites/g/files/ehbemt336/files/inline-documents/sonh/2022-09.pdf
http://www.gencourt.state.nh.us/rsa/html/i/21-R/21-R-mrg.htm#:%7E:text=%5BRSA%2021-R%3A3%20effective%20until%20conditions%20provided%20in%202014%2C,shall%20serve%20for%20a%20term%20of%204%20years.

